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if the member retires or dies. The
disposition date for placement on the
control roster is 1 year for officers and
enlisted personnel. Records are
destroyed by tearing into pieces,
shredding, pulping, macerating or
burning. Computer records are
destroyed by erasing, deleting or
overwriting.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant Deputy Chief of Staff/
Personnel, Headquarters Air Force
Personnel Center, 550 C Street W,
Randolph Air Force Base, TX 78150–
4703;

Director of Personnel, Headquarters
Air Reserve Personnel Center, 6760 East
Irvington Place 4000, Denver, CO
80280–4000;

Director of Personnel, Headquarters
Air Force Reserve, 155 2nd Street,
Robins Air Force Base, GA 31098–6001;
and

Director of Personnel, Headquarters,
Air National Guard, 3500 Fetchet
Avenue, Andrews Air Force Base, MD
20762–5157.

NOTIFICATION PROCEDURE:

Personnel for whom optional UIFs
exist are routinely notified of a file. In
all cases personnel have had the
opportunity or are authorized to rebut
the correspondence in the file.
Individuals seeking to determine
whether this system of records contains
information about themselves should
address inquiries to the servicing
Military Personnel Flight, Unit Orderly
Room or the appropriate System
manager identified above.

RECORD ACCESS PROCEDURES:

Individuals seeking access to records
about themselves contained in this
system should address inquiries to the
servicing Military Personnel Flight, Unit
Orderly Room, or the appropriate
System manager identified above.

CONTESTING RECORD PROCEDURES:

The Air Force rules for accessing
records, and for contesting contents and
appealing initial agency determinations
are published in Air Force Instruction
37–132; 32 CFR part 806b; or may be
obtained from the system manager.

RECORD SOURCE CATEGORIES:

Supervisory reports or censures and
documented records of poor
performance or conduct.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
[FR Doc. 96–26527 Filed 10–16–96; 8:45 am]
BILLING CODE 5000–04–F

Department of the Army

Armed Forces Epidemiological Board
(AFEB)

AGENCY: Office of The Surgeon General.
ACTION: Notice of closed meeting.

SUMMARY: In accordance with section
10(a)(2) of Public Law 92–463, The
Federal Advisory Committee Act, this
announces the forthcoming AFEB
Disease Control Subcommittee Meeting.
The meeting will be held from 0900–
1630, Thursday, October 31, 1996. The
purpose of the meeting is to have a
classified AFEB update on the DoD
Immunization Program for Biological
Warfare Defense in accordance with
DoD Directive 6205.3. The meeting
location will be at USAMRIID, Fort
Detrick, Frederick, Maryland. This
meeting will be closed to the public in
accordance with Section 552b(c) of title
5, U.S.C., specifically subparagraph (1)
thereof and title 5, U.S.C., appendix 1,
subsection 10(d).
FOR FURTHER INFORMATION CONTACT:
COL Vicky Fogelman, AFEB Executive
Secretary, Armed Forces
Epidemiological Board, Skyline Six,
5109 Leesburg Pike, Room 667, Falls
Church, Virginia 22041–3258, (703)
681–8012/3.
SUPPLEMENTARY INFORMATION: None.
Gregory D. Showalter,
Army Federal Register Liaison Officer.
[FR Doc. 96–26583 Filed 10–16–96; 8:45 am]
BILLING CODE 3710–08–M

Department of the Navy

Privacy Act of 1974; Notice to Add a
System of Records

AGENCY: Department of the Navy, DOD.
ACTION: Notice to add a system of
records.

SUMMARY: The Department of the Navy
proposes to add one record systems to
its inventory of system of records
notices subject to the Privacy Act of
1974 (5 U.S.C. 552a), as amended.
DATES: The action will be effective
without further notice on November 18,
1996, unless comments are received that
would result in a contrary
determination.
ADDRESSES: Send comments to the
Department of the Navy, PA/FOIA
Policy Branch, Chief of Naval
Operations (N09B30), 2000 Navy
Pentagon, Washington, DC 20350–2000.
FOR FURTHER INFORMATION CONTACT: Mrs.
Doris Lama at (202) 685–6545 or DSN
325–6545.

SUPPLEMENTARY INFORMATION: The
complete inventory of the Department of
the Navy’s record system notices for
records systems subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended,
have been published in the Federal
Register and are available from the
address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on October 3, 1996, to the
Committee on Government Reform and
Oversight of the House of
Representatives, the Committee on
Governmental Affairs of the Senate, and
the Office of Management and Budget
(OMB) pursuant to paragraph 4c of
Appendix I to OMB Circular No. A–130,
‘Federal Agency Responsibilities for
Maintaining Records About
Individuals,’ dated February 8, 1996
(February 20, 1996, 61 FR 6427).

Dated: October 10, 1996.
Patricia L. Toppings,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

N01740–2

SYSTEM NAME:

Family Dependent Care Program.

SYSTEM LOCATION:

Organizational elements of the
Department of the Navy. Official
mailing addresses are published as an
appendix to the Navy’s compilation of
systems of records notices.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All Navy personnel serving on active
duty or in the Ready Reserve who are
single parents or members of dual
military couples, that have custodial
responsibility (i.e., housing, medical,
logistical, financial, food, clothing,
transportation, etc) for family members
or other dependents.

CATEGORIES OF RECORDS IN THE SYSTEM:

Family Care Plan package which
includes NAVPERS 1740.6 - Family
Care Plan Certificate, NAVPERS 1740.7
- Family Care Plan Arrangements,
Family Care Plan Checklist, copies of
powers of attorney, legal documents,
allotment information, financial
information, counseling forms, etc.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301, Departmental
Regulations, E.O. 9397, OPNAVINST
1740.4A, U.S. Navy Family Care Policy.

PURPOSE(S):

To ensure family members are cared
for during deployments, reserve
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